Data Sources

- Amazon Web Services
  - No image available
  - Amazon Web Services: CloudTrail and CloudWatch
  - Amazon Web Services: VPC Flow Logs

- Carbon Black
  - No image available
  - Carbon Black

- Cisco
  - No image available
  - Cisco: Adaptive Security Appliance
  - Cisco: IOS

- Dell
  - No image available
  - Dell: EMC Isilon

- Microsoft
  - No image available
  - Microsoft: Azure Active Directory audit data
  - Microsoft: Office 365 Reporting
  - Microsoft: Sysmon
  - Microsoft: Windows event logs
  - Microsoft: Windows process launch
  - Microsoft: Windows security

- *nix
  - No image available
  - 

The information provided in Splunk Lantern is intended for informational and educational purposes only. All information is provided in good faith, however, Splunk disclaims any and all representations and warranties, express and implied, regarding the information provided, including without limitation any warranties and representations regarding the completeness, adequacy or accuracy of the information. You agree to take full responsibility for the results arising from the use of the information provided.
*nix: Operating system logs
  ◦ *nix: Security logs

- **Palo Alto**
  - [No image available]
  - Palo Alto Networks

- **Salesforce**
  - [No image available]
  - Salesforce

- **Symantec**
  - [No image available]
  - Symantec: Endpoint Protection

- **Tenable**
  - [No image available]
  - Tenable.io

- **Zscaler**
  - [No image available]
  - Zscaler
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