Operational Foundations

• Configuration Management
  No image available
  - Managing firewall rules

• Policy Enforcement
  No image available
  - Monitoring badges for facilities access
  - Verifying multifactor authentication usage

• Threat Intelligence
  No image available
  - Monitoring for indicators of ransomware attacks
  - Triaging Crowdstrike malware data

• Vulnerability Management
  No image available
  - Detecting threats in multi-party computation systems
  - Disabling inactive user accounts in AWS
  - Identifying inactive user accounts in AWS
  - Monitoring for Windows updates
  - Securing a work-from-home organization
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